ВОПРОСЫ К ЗАЧЕТУ

**по программе профессионального обучения**

**«Прокурорский надзор за процессуальной деятельностью органов дознания**

**и предварительного следствия»**

1. Конституционно-правовой статус участника уголовного судопроизводства.
2. Правовое положение прокурора в досу­дебных и судебных стадиях уголовного судопроизводства в ре­шениях Конституционного Суда Российской Феде­рации, Верховного Суда Российской Федерации.
3. Правовое положение подозреваемого в решениях Конституционного Суда Российской Федерации, Верховного Суда Рос­сийской Федерации.
4. Правовое положение обвиняемого в решениях Конституционного Суда Российской Федерации, Верховного Суда Рос­сийской Федерации.
5. Правовое положение потерпев­шего в решениях Конституционного Суда Российской Федерации, Верховного Суда Рос­сийской Федерации.
6. Правовое положение адвоката в решениях Конституционного Суда Российской Федерации, Верховного Суда Рос­сийской Федерации.
7. Концепция государственной системы проти­водействия противоправным деяниям, совер­шаемым с использованием информационно-коммуникационных технологий.
8. Основы право­вого регулирования отношений в сфере информации, информатизации, защите информации, а также связи.
9. Правовое регулирование цифровых прав.
10. Основы правового регулирования отношений, возни­кающих при выпуске, учете и обращении цифровых финансовых активов, а также при обороте цифровой валюты.
11. Правовые основы национальной платежной системы.
12. Организация прокурорского надзора за процессуаль­ной деятельностью органов дознания и предвари­тельного следствия, в том числе по делам о преступ­лениях, связанных с посягательством на безопас­ность в сфере использования информационно-ком­муникационных технологий.
13. Мониторинг состояния законности и правопорядка. Организация мониторинга средств информационной коммуникации в целях предупреждения распростра­нения в сети «Интернет» недостоверной обще­ственно значимой информации. Взаимодей­ствие в области обмена оперативной информацией.
14. Работа с информационно-коммуникационными си­стемами, в том числе с подсистемой «Дистанционное мошенничество» программно-технического комплекса инте­грированного банка данных коллективного пользования федерального уровня (ПТК «ИБД-Ф»).
15. Информационно-аналитическая деятельность и планирование прокурорского надзора за процессуаль­ной деятельностью органов дознания и предвари­тельного следствия, в том числе по делам о преступ­лениях, связанных с посягательством на безопас­ность в сфере использования информационно-коммуникационных технологий.
16. Представление специальных донесений и иной обязательной информации в том числе по делам о преступ­лениях, связанных с посягательством на безопас­ность в сфере использования информационно-ком­муникационных технологий.
17. Полномочия прокурора по надзору за процессуаль­ной деятельностью органов дознания.
18. Полномочия прокурора по надзору за процессуаль­ной деятельностью органов предвари­тельного следствия.
19. Прокурорский надзор за исполнением законов при приеме, регистрации и разрешении заявлений, сооб­щений о преступлениях, связанных с посягатель­ством на безопасность в сфере использования инфор­мационно-коммуникационных технологий и компь­ютерной информации.
20. Прокурорский надзор за процессуальной деятельно­стью органов дознания и предварительного след­ствия при вынесении решения об от­казе в возбуждении уголовного дела, в том числе по делам о преступ­лениях, связанных с посягательством на безопас­ность в сфере использования информационно-коммуникационных технологий.
21. Порядок рассмотрения жалоб, в том числе на действия (бездействие) и решения органа дознания, дознавателя, следователя, руководителя следственного органа и прокурора в порядке ст.ст. 123 – 126 УПК РФ.
22. Прокурорский надзор за процессуальной деятельно­стью органов дознания и предварительного след­ствия при возбуждении уголовных дел о преступлениях, связанных с посягательством на безопасность в сфере использования информаци­онно-коммуникационных технологий и компьютер­ной информации.
23. Прокурорский надзор за процессуальной деятельно­стью органов дознания и предварительного след­ствия при прекращении уголовных дел о преступлениях, связанных с посягательством на безопасность в сфере использования информаци­онно-коммуникационных технологий и компьютер­ной информации.
24. Прокурорский надзор за процессуальной деятельно­стью органов дознания и предварительного след­ствия при приостановлении производства по уголов­ному делу, в том числе в связи с неустановлением лица, подлежащего привлечению в качестве обвиня­емого в преступлении, связанном с посягательством на безопасность в сфере использования информаци­онно-коммуникационных технологий и компьютер­ной информации.
25. Прокурорский надзор за процессуальной деятельно­стью органов, осуществляющих дознание и предва­рительное следствие при задержании подозревае­мых, заключении под стражу подозреваемых, обви­няемых по уголовным делам о преступлениях, свя­занных с посягательством на безопасность в сфере использования информационно-коммуникационных технологий и компьютерной информации.
26. Особенности участия прокурора в судебном заседа­нии при рассмотрении судом ходатайств об избра­нии, продлении мер пресечения и иного процессу­ального принуждения и других ходатайств по уго­ловным делам о преступлениях, связанных с посяга­тельством на безопасность в сфере использования информационно-коммуникационных технологий и компьютерной информации.
27. Прокурорский надзор за исполнением законов адми­нистрацией изолятора временного содержания органов внутренних дел.
28. Методика прокурорской проверки изолятора времен­ного содержания органов внутренних дел.
29. Полномочия прокурора при заключении с подозрева­емым (обвиняемым) досудебного соглашения о со­трудничестве по уголовным делам о преступлениях, связанных с посягательством на безопасность в сфере использования информационно-коммуникаци­онных технологий и компьютерной информации.
30. Прокурорский надзор за процессуальной деятельно­стью органов дознания и предварительного след­ствия при использовании результатов оперативно-розыскных мероприятий в доказывании преступле­ний, связанных с посягательством на безопасность в сфере использования информационно-коммуникаци­онных технологий и компьютерной информации.
31. Особенности производства эксперт­ных исследований по уголовным делам о преступле­ниях, связанных с посягательством на безопасность в сфере использования информационно-коммуника­ционных технологий и компьютерной информации.
32. Информационно-аналитическая экспертиза по специальности «Исследование и анализ цифровых массивов данных».
33. Компьютерно-техническая экспертиза по специальности «Исследование цифровой информации и компьютерных средств».
34. Судебная экспертиза по уголовным делам о киберпреступлениях против половой неприкосновенности несовершеннолетних и изготовлении порнографических материалов с их участием.
35. Прокурорский надзор за исполнением требований за­кона о соблюдении разумного срока на досудебных стадиях уголовного судопроизводства по делам о преступлениях, связанных с посягательством на без­опасность в сфере использования информационно-коммуникационных технологий и компьютерной ин­формации.
36. Прокурорский надзор за процессуальной деятельно­стью органов дознания и предварительного след­ствии в частиполноты, своевременности принятия мер по обеспечению гражданского иска, конфиска­ции имущества и иных имущественных взысканий по делам о преступлениях, связанных с причинением имущественного ущерба государству; об иных пре­ступлениях, последствиями которых является обра­щение преступно добытого имущества в доход госу­дарства.
37. Полномочия прокурора на стадии утверждения обви­нительного заключения (обвинительного акта, обви­нительного постановления) по уголовным делам о преступлениях, связанных с посягательством на без­опасность в сфере использования информационно-коммуникационных технологий и компьютерной ин­формации.
38. Квалификация и доказывание преступлений по ст. 110.1 УК РФ («Склонение к совершению самоубийства или содействие совершению самоубийства в публичном выступлении, публично демонстрирующемся произведении, средствах массовой информации или информационно телекоммуникационных сетях, включая сеть «Интернет»).
39. Квалификация и доказывание преступлений по ст. 110.2 УК РФ («Организация деятельности, направленной на побуждение к совершению самоубийства сопряженное с публичным выступлением, использованием публично демонстрирующегося произведения, средств массовой информации или информационно-телекоммуникационных сетей, включая сеть «Интернет»).
40. Квалификация и доказывание преступлений по ст. 111 УК РФ («Умышленное причинение тяжкого вреда здоровью, с публичной демонстрацией, в том числе в средствах массовой информации или информационно-телекоммуникационных сетях (включая сеть «Интернет»).
41. Квалификация и доказывание преступлений по ст. 126 УК РФ («Похищение человека с публичной демонстрацией, в том числе в средствах массовой информации или информационно-телекоммуникационных сетях (включая сеть «Интернет»).
42. Квалификация и доказывание преступлений по ст. 128.1 УК РФ (Клевета, содержащаяся в публичном выступлении, публично демонстрирующемся произведении, средствах массовой информации либо совершенная публично с использованием информационно-телекоммуникационных сетей, включая сеть «Интернет», либо в отношении нескольких лиц, в том числе индивидуально не определенных).
43. Квалификация и доказывание преступлений по ст. 158 УК РФ («Кража с банковского счета, а равно в отношении электронных денежных средств»).
44. Квалификация и доказывание преступлений по ст. 159 УК РФ («Мошенничество»).
45. Квалификация и доказывание преступлений по ст. 159.1 УК РФ («Мошенничество в сфере кредитования»).
46. Квалификация и доказывание преступлений по ст. 159.2 УК РФ («Мошенничество при получении выплат»).
47. Квалификация и доказывание преступлений по ст. 159.3 УК РФ («Мошенничество с использованием электронных средств платежа»).
48. Квалификация и доказывание преступлений по ст. 159.5 УК РФ («Мошенничество в сфере страхования»).
49. Квалификация и доказывание преступлений по ст. 159.6 УК РФ («Мошенничество в сфере компьютерной информации»).
50. Квалификация и доказывание преступлений по ст. 171.2 УК РФ («Незаконные организация и проведение азартных игр с использованием информационно-телекоммуникационных сетей, в том числе сети «Интернет», или средств связи, в том числе подвижной связи»).
51. Квалификация и доказывание преступлений по ст. 185.3 УК РФ («Манипулирование рынком через средства массовой информации, в том числе электронные, информационно-телекоммуникационные сети, включая сеть «Интернет»).
52. Квалификация и доказывание преступлений по ст. 187 УК РФ («Неправомерный оборот средств платежей»).
53. Квалификация и доказывание преступлений по ст. 210 УК РФ («Организация преступного сообщества (преступной организации) или участие в нем (ней)
54. Квалификация и доказывание преступлений по ст. 205.2 УК РФ («Публичные призывы к осуществлению террористической деятельности, публичное оправдание терроризма или пропаганда терроризма с использованием средств массовой информации либо электронных или информационно-телекоммуникационных сетей, в том числе сети «Интернет»).
55. Квалификация и доказывание преступлений по ст. 222 УК РФ («Незаконные приобретение, передача, сбыт, хранение, перевозка, пересылка или ношение оружия, основных частей огнестрельного оружия, боеприпасов, в том числе с использованием информационно-телекоммуникационных сетей, в том числе сети «Интернет»).
56. Квалификация и доказывание преступлений по ст. 280 УК РФ («Публичные призывы к осуществлению экстремистской деятельности с использованием средств массовой информации либо информационно-телекоммуникационных сетей, в том числе сети «Интернет»).
57. Квалификация и доказывание преступлений по ст. 280.1 УК РФ («Публичные призывы к осуществлению действий, направленных на нарушение территориальной целостности Российской Федерации совершенные с использованием средств массовой информации либо электронных или информационно-телекоммуникационных сетей, включая сеть «Интернет»).
58. Квалификация и доказывание преступлений по ст. 280.4 УК РФ (Публичные призывы к осуществлению деятельности, направленной против безопасности государства).
59. Квалификация и доказывание преступлений по ст. 282 УК РФ («Возбуждение ненависти либо вражды, а равно унижение человеческого достоинства совершенные публично, в том числе с использованием средств массовой информации либо информационно-телекоммуникационных сетей, включая сеть «Интернет»).
60. Квалификация и доказывание преступлений по ст. 322.1 УК РФ («Организация незаконной миграции»).
61. Квалификация и доказывание преступлений по ст. 228.1 УК РФ («Незаконные производство, сбыт или пересылка наркотических средств, психотропных веществ или их аналогов, а также незаконные сбыт или пересылка растений, содержащих наркотические средства или психотропные вещества, либо их частей, содержащих наркотические средства или психотропные вещества с использованием средств массовой информации либо электронных или информационно-телекоммуникационных сетей, включая сеть «Интернет»).
62. Квалификация и доказывание преступлений по ст. 132 УК РФ(«Насильственные действия сексуального характера»).
63. Квалификация и доказывание преступлений по ст. 133 УК РФ («Понуждение к действиям сексуального характера с использованием средств массовой информации либо информационно-телекоммуникационных сетей, в том числе сети «Интернет»).
64. Квалификация и доказывание преступлений по ст. 151 УК РФ («Вовлечение несовершеннолетнего в совершение антиобщественных действий, в том числе с использованием информационно-телекоммуникационных сетей (включая сеть «Интернет»).
65. Квалификация и доказывание преступлений по ст. 151.2 УК РФ («Вовлечение несовершеннолетнего в совершение действий, представляющих опасность для жизни несовершеннолетнего в публичном выступлении, публично демонстрирующемся произведении, средствах массовой информации или информационно-телекоммуникационных сетях, включая сеть «Интернет»).
66. Квалификация и доказывание преступлений по ст. 242 УК РФ («Незаконные изготовление и оборот порнографических материалов или предметов с использованием средств массовой информации либо информационно-телекоммуникационных сетей, в том числе сети «Интернет»).
67. Квалификация и доказывание преступлений по ст. 242.1 УК РФ («Изготовление и оборот материалов или предметов с порнографическими изображениями несовершеннолетних с использованием средств массовой информации либо информационно-телекоммуникационных сетей, в том числе сети «Интернет»).
68. Квалификация и доказывание преступлений по ст. 242.2 УК РФ («Использование несовершеннолетнего в целях изготовления порнографических материалов или предметов с использованием информационно-телекоммуникационных сетей, включая сеть «Интернет»).
69. Квалификация и доказывание преступлений по ст. 272 УК РФ(«Неправомерный доступ к компьютерной информации»).
70. Квалификация и доказывание преступлений по ст. 272.1 УК РФ (Незаконные использование и (или) передача, сбор и (или) хранение компьютерной информации, содержащей персональные данные, а равно создание и (или) обеспечение функционирования информационных ресурсов, предназначенных для ее незаконных хранения и (или) распространения).
71. Квалификация и доказывание преступлений по ст. 273 УК РФ («Создание, использование и распространение вредоносных компьютерных программ»).
72. Квалификация и доказывание преступлений по ст. 274 УК РФ («Нарушение правил эксплуатации средств хранения, обработки или передачи компьютерной информации и информационно-телекоммуникационных сетей»).
73. Квалификация и доказывание преступлений по ст. 274.1 УК РФ («Неправомерное воздействие на критическую информационную инфраструктуру Российской Федерации»).
74. Квалификация и доказывание преступлений по ст. 274.2 УК РФ («Нарушение правил централизованного управления техническими средствами противодействия угрозам устойчивости, безопасности и целостности функционирования на территории Российской Федерации информационно-телекоммуникационной сети «Интернет» и сети связи общего пользования»).
75. Особенности рассмотрения заявлений граждан (физических лиц) о принятии мер по ограничению доступа к недостоверной информации в сети «Интернет», которая порочит честь и достоинство гражданина (физического лица) или подрывает его репутацию и связана с обвинением в совершении преступления.
76. Комплексность применения актов и иных меры прокурорского реагирования по уголовным делам о преступлениях, связанных с по­сягательством на безопасность в сфере использова­ния информационно-коммуникационных техноло­гий и компьютерной информации.
77. Административная ответственность в сфере исполь­зования информационно-коммуникационных техно­логий и компьютерной информации.
78. Квалификация и доказывание административного правонарушения по ст. 13.2.1 КоАП РФ («Административная ответственность за неисполнение оператором связи обязанностей, касающихся передачи абонентского номера и (или) уникального кода идентификации, прекращения оказания услуг связи и (или) услуг по пропуску трафика и подключения к системе обеспечения соблюдения операторами связи требований при оказании услуг связи и услуг по пропуску трафика в сети связи общего пользования»).
79. Квалификация и доказывание административного правонарушения по ст. 13.29 КоАП РФ («Неисполнение установленных законодательством Российской Федерации в области связи требований к заключению договоров об оказании услуг связи, несоблюдение порядка проверки достоверности сведений об абоненте и сведений о пользователях услугами связи абонента - юридического лица либо индивидуального предпринимателя либо оказание услуг связи в случае отсутствия в федеральной государственной информационной системе «Единая система идентификации и аутентификации в инфраструктуре, обеспечивающей информационно-технологическое взаимодействие информационных систем, используемых для предоставления государственных и муниципальных услуг в электронной форме» сведений, внесение которых является обязательным»).
80. Общие вопросы прокурорского надзора за исполнением законодательства о противодействии кор­рупции в уголовно-правовой сфере.
81. Реализация прокурорами полномочий, предостав­ленных ст. 44 УПК РФ, ст. 45 ГПК РФ по предъявле­нию исковых заявлений в сфере использования информационно-коммуникационных технологий, в том числе о возмещении ущерба, причиненного преступ­лением, связанным с посягательством на безопасность в сфере использования информационно-коммуникационных технологий.
82. Реализация прокурорами полномочий, предостав­ленных ст. 45 ГПК РФ по предъявле­нию исковых заявлений в сфере использования ин­формационно-коммуникационных технологий, в том числе о возмещении ущерба, причиненного преступ­лением, связанным с посягательством на безопасность в сфере использования информационно-коммуникационных технологий.
83. Реализация прокурорами полномочий, предостав­ленных ч. 1 ст. 39 КАС РФ по предъявлению админи­стративных исковых заявлений о признании информации, размещенной в сети «Интернет», запрещен­ной, применение мер предварительной защиты.
84. Прокурорский надзор за исполнением законов в сфере профилактики преступлений, в том числе связанных с посягательством на безопасность в сфере использования информационно-коммуникационных технологий.
85. Координация деятельности правоохранительных ор­ганов по борьбе с преступлениями, связанными с по­сягательством на безопасность в сфере использова­ния информационно-коммуникационных техноло­гий и компьютерной информации.
86. Взаимодействие органов прокуратуры с территори­альными органами Роскомнадзора, Росфинмонито­ринга, Роспотребназора, Центрального Банка России и иными органами, осуществляющими государствен­ный контроль (надзор) в информационно-коммуни­кационной сфере.
87. Реализация возложенных надзорных функций органов Роскомнадзора с позиции выявления правонарушений, связанных с использованием информационно-коммуникационных технологий и компьютерной информации, в том числе, влекущих административную ответственность.
88. Реализация органами Росфинмониторинга возложенных надзорных функций с позиции выявления правонарушений, связанных с использованием информационно-коммуникационных технологий и компьютерной информации, в том числе, влекущих административную ответственность.
89. Реализация возложенных надзорных функций Банка России с позиции выявления правонарушений, связанных с использованием информационно-коммуникационных технологий и компьютерной информации, в том числе, влекущих административную ответственность.
90. Реализация возложенных надзорных функций органов Роспотребнадзора с позиции выявления правонарушений, связанных с использованием информационно-коммуникационных технологий и компьютерной информации, в том числе, влекущих административную ответственность.
91. Международное сотрудничество органов прокура­туры в сфере уголовного судопроизводства по борьбе с киберпреступлениями трансграничного ха­рактера.
92. Организация работы органов прокуратуры по право­вому просвещению и правовому информированию в уголовно-правовой сфере, в том числе о преступлениях с использованием информационно-коммуникаци­онных технологий.
93. Организация взаимодействия органов прокуратуры со средствами массовой информации по информиро­ванию населения о состоянии законности в уголовно-правовой сфере, в том числе о преступлениях с использованием информационно-коммуникаци­онных технологий.
94. Порядок рассмотрения прокурором уведомлений и заявлений о распространяе­мой с нарушением закона информации в информационно-телекоммуникационных сетях, в том числе в сети «Интернет».
95. Государственная и ведомственная статистическая отчетность по результатам прокурорского надзора за процессуальной деятельностью органов дознания и предварительного следствия, в том числе по делам о преступлениях, связанных с посягательством на без­опасность в сфере использования информационно-коммуникационных технологий. Отражение результатов работы в ГАС ПС, АИК «Надзор-WEB».
96. Электронный документооборот в органах прокуратуры.
97. Правила работы с документами, содержащими слу­жебную информацию ограниченного распро­странения.
98. Обеспечение сохранности и защиты служебной и иной охраняемой законом информации органами прокура­туры Российской Федерации.
99. Служба в органах прокуратуры. Требования, предъ­явля­е­мые к служебному поведению работника про­куратуры.
100. Адаптация к службе в органах прокуратуры и развитие навыков психологической устойчивости и владения антистрессовыми технологиями.
101. Государственно-патриотическое воспита­ние в органах прокуратуры.
102. Обеспечение собственной, в том числе цифровой, безопасности в органах про­ку­ратуры.
103. Антикоррупционные требования к работни­кам прокуратуры.
104. Информационно - технологическое обеспечение Кон­цепции цифровой трансформации органов прокура­туры Российской Федерации.